Starting from just my name, Ethan Newman, the first website that gave me information was Facebook, giving me the following: Hometown, High School, College, and what Fraternity I am in. Also included were many photos of myself.

From there, my next search was “Ethan Newman Tennessee Tech”, which led me to my LinkedIn profile which explains my major as well as a lot of my skills and GPA. This also gives past work experiences.

After searching “Ethan Newman Instagram Tennessee Tech” I was led on a website called picpanzee.com to where my fraternity had posted about me, which led to my personal Instagram page. Also found was my Twitter, at this point all of my friends have been exposed.

To recap this far, here is the information I have so far:

* Name
* Current State and Hometown
* Previous Employment, Employer and Employer’s Address
* Pictures
* Friends

After searching “Ethan Newman Covington Tennessee” I was given two old address, one of them being my home address in Covington TN. The website that gave this was whitepages.com. This also supplied my parents.

After finding my parents on whitepages.com, I used that relevant information to find them on Facebook, where they had open information and posted about my most recent birthday, giving away my age.

All information found not including the previous list.

* Age
* Parents

After searching everything on myself, my publicly available information came up short. My current employment information as well as phone number, email address, and current address were all unreachable. The only previous employer was a temporary position that I had worked at for two months. It is a relief that I was not able to find anything more critical while searching my name, and I will continue to monitor what I post around the internet. My parents have critical information that I will have to address going forward.

Sites Referenced:

* Google
* Instagram
* Facebook
* Twitter
* LinkedIn
* WhitePages
* Picpanzee